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Cloud Storage

API

Integration with any other application 
where ?les or URLs are exchanged. 

Custom development per client needs.
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Cloud Collaboration

Any web-based 
email service

Salesforce



HAP™ (CFG).
Records the CPU while it processes the input 

HAP™ (Dropper).
Employs advanced heuristics-based engine for 
detecting logical bugs and handling macros and 
scripts.
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Uniq

Threat Intelligence

Combines best-in-class signature based 
anti-virus engines to identify malicious attacks. 
In addition, we've developed a tool that acts to 
identify highly complicated signatures.
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Enhanced standard layers + cutting-edge APT protection
for the most high-performance defense on the market.

Inherent Layered Solution
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HAP™
 

Distribuido por: DSA c/Industria, 63 
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www.dsav.net 
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